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Abstract of the contribution: This contribution aims at clarifying the use of applications, application functions, and Application Functions within the context of 5G.
1. Discussion
One of the key features of the 5G CN is the support of edge computing, as described in the WID objectives and in TS 23.501, section 5.13:
Edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

[…]

Due to user or application mobility, the service or session continuity may be required based on the requirements of the service or the 5G network.

The 5G core network may expose network information and capabilities to an Edge Computing application.

The functionality supporting for edge computing includes:

-
Local Routing: the 5G core network selects UPF to route the user traffic to the local Data Network.

-
Traffic Steering: the 5G core network selects the traffic to be routed to the application servers in the local Data Network.

-
Session and service continuity to enable UE and application mobility.

-
User plane selection and reselection ,e.g. based on input from application function.

-
Network capability exposure: 5G core network and application function to provide information to each other via NEF [1] as described in clause 5.3.10.

-
QoS and Charging: PCF provides rules for QoS Control and Charging for the traffic routed to the local Data Network.

Note [1]:
for the sake of the present argument, the fact that Network Capability Exposure is stated to be done via the NEF can be put aside temporarily.

Furthermore, TR 23.799 contains the following agreements regarding routing traffic to applications (section §8.6):

26.
An application function (such as an AS controller documented in clause 6.5.5) may send requests to route (e.g break-out) selected traffic to application(s) in a local data network. Such requests may contain at least:

-
Information to identify the traffic to be routed.

-
information on where to route the traffic.

-
location or potential locations of the application to where the traffic routing should apply.

NOTE 14:
The normative phase will determine the nature of the Location Information exchanged with the Application environment.

-
information on the UE(s) whose traffic is to be routed.

-
information on when (time indication) the traffic routing is to apply.
SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions.

-
activate mechanisms for traffic multi-homing, enforcement of an UL Classifier, etc.

-
provide the UPF with traffic forwarding (e.g break-out) rules.

-
inform the application function of the (re)selection of the UP path.

NOTE 15:
The normative phase will determine how the application function request is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.

27.
An application function (such as an AS controller documented in § 6.5.5) may request to get notified about the Location Information of UE(s).
NOTE 16:
The nature of the Location Information exchanged with the Application environment will be determined during the normative phase.

NOTE 17:
The normative phase will determine how the request of the application function is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.
This was partially captured in TS 23.501, section §5.6.7, as:
An application function may send requests to influence SMF routeing decisions for traffic of PDU session.  This may influence UPF selection and allow routeing user traffic to a local access to a Data Network
Editor's note:
It is FFS whether the application function corresponds to the AF defined in clause 4.2

Such requests may contain at least:

-
Information to identify the traffic to be routed.

-
Information on where to route the traffic.

-
Potential locations of the application to where the traffic routing should apply.

Editor's note:
The normative phase will determine the nature of the Location Information exchanged with the application environment.

-
Information on the UE(s) whose traffic is to be routed.

Editor's note:
It is FFS How the UE is identified in the request

-
Information on when (time indication) the traffic routing is to apply.
The application function issuing such requests is assumed to belong to the PLMN serving the UE. The application function may issue requests on behalf of other applications not owned by the PLMN serving the UE.

SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the application function of the (re)selection of the UP path.

Editor's note:
The normative phase will determine how the application function request is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.

An application function may request to get notified about the Location Information of UE(s).

Editor's note:
The nature of the Location Information exchanged with the application environment will be determined during the normative phase.

Editor's note:
The normative phase will determine how the request of the application function is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.

The general concepts of the architecture in section §4.1 of TS 23.501 describe the following:

-
Each Network function can interact with the other NF directly if required. The architecture does not preclude the use of an intermediate function to help route control plane messages (e.g. like a DRA).

The architecture shows the Application Function in the diagrams 4.2.3-1 and 4.2.3-2, directly interconnecting with the other functions (in 4.2.3-1) and connected to the PCF via N5 (in 4.2.3-2). However, a note below 4.2.3-2 clarifies: «all depicted Network Functions can interact with the NEF and NRF as necessary».
The AF (Application Function), while present in some of the architecture diagrams in section §4.2, is not yet described.

The NEF is defined in 23.501, section §6.2.5 as follows:

The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions e.g 3rd party, internal exposure/re-exposure.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and used for other purposes such as analytics.

In the legacy GPRS/EPC architecture, both Applications and Application Functions are used:
Applications are described in TS 23.682 and shown in the architecture diagram for service capability exposure in §4.2:
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In section §4.4.8 (describing the SCEF), the applications are described to be within or outside the trust domain:

 «The SCEF is always within the trust domain. An application can belong to the trust domain or may lie outside the trust domain. »

Application Functions are used primarily in relation with the PCC architecture, with the main example of AF being the P-CSCF of the IM Subsystem, as described in TS 23.003, section §6.2.3:
The Application Function (AF) is an element offering applications that require dynamic policy and/or charging control over the IP CAN user plane behaviour. The AF shall communicate with the PCRF to transfer dynamic session information, required for PCRF decisions as well as to receive IP CAN specific information and notifications about IP CAN bearer level events. One example of an AF is the P CSCF of the IM CN subsystem.

The use of "applications", "application servers", "application functions", "Application Functions" refer to different functionality, but (especially due to the last minute change of "AS controller" to "application function"), the current text is confusing.

Based on the text above, we can identify multiple roles for application/application functions/Application Functions:
-
something that require dynamic policy and/or charging function (applications). Something that provides this capability  by interacting with the PCF (Application Function).

-
something that interacts with the SMF (AS controller, application function) in order to have UPF(s) set up or relocated close to something (application).

-
something that consumes/produces traffic from/to the UE (application); something that consumes information provided by Network Functions such as AMF, SMF, PCF (applications, application functions/AS controller, Application Functions), possibly via a network capability exposure functionality, function of the Network Exposure Function (applications, application functions/AS controller).

-
something that can be within the trust domain (Application Function, application function, application) or outside the trust domain (application function, application).

The functionality of applications, application functions, and Application Functions, are generally not expected to be described, except for their interactions with the Core Network NFs.

Beside these considerations, it is worth noting that it is agreed that a service framework is going to be defined, and that the NEF will have the capability to expose/re-expose services/functionality from other network functions to external applications, and will thus support an authorisation framework to allow this exposure.
From these considerations, we propose to select one of the following two alternatives:

Alternative 1:

-
The term of Application Function is extended to cover all applications that interact with one or more Core Network Control Plane Network Functions.
-
Application Functions within the trust domain can interact directly with the relevant Network Functions, based on the selection/authorisation mechanisms put in place through the service framework. This includes Application Functions that interact with the PCF following the Policy Framework (e.g. over the N5 reference point) such as the P-CSCF. However, the PCF is not a gateway between the AF and the other network functions, should the AF need to interact with them (based on procedures).
-
Application Functions outside the trust domain interact with the relevant Network Functions through the Network Exposure framework, i.e. by going through the NEF. This includes interactions with the SMF, the AMF and the PCF.

→
If this option is selected, the proposal below can be used as a basis for defining an Application Function. All uses of application/application functions are changed to Application Function.

Alternative 2:
-
the concept of Application Function is kept as it was in past generations, i.e. it is reserved to provide «dynamic policy and/or charging control over the IP CAN user plane behaviour».

-
The term Application is used to define the entity fulfilling the other roles described above.

-
Applications that need to access services from other network functions (such as the SMF or AMF) would go through the Network Exposure framework, via the NEF. Applications would also go through the Network Exposure framework to access the PCF.

-
As a deployment option, an operator may decide that Applications within the trust domain can directly interact with the other Network Functions when authorised using the service framework.

→
If this option is selected, the proposal in the companion paper (S2-170xxx/NGA003) can be used as a basis for defining Application (in that case, it is expected that Application Function remains a concept used only within the context of Policy Framework and is going to be defined in that context).

In either case, in order not to restrict the deployment options of the operator, it is proposed to not differentiate the role of the "AS controller" and the "AS" as used in §6.5.5 of TR 23.799, even though in the context of edge computing the two roles are likely to be fulfilled by different entities. They can still be both referred to as Application Functions (option 1) or Applications (option 2), with the understanding that there is no restriction for them to interact with the core network on behalf of another Application Function/Application.
2. Proposal
If Alternative 1 is selected, it is proposed to make the following changes to the TS 23.501.
* * * Begin of Changes * * * 
4.2.2
Network Functions and entities

The 5G System architecture consists of the following network functions (NF). The functional description of these network functions is specified in clause 6.

-
Authentication Server Function (AUSF)

-
Core Access and Mobility Management Function (AMF)

-
Data network (DN), e.g. operator services, Internet access or 3rd party services

-
Data Storage network function (DSF)

Editor's note:
Different data storage functions can be used for storing structured data from NEF and storing opaque data from NF. How this is captured is FFS.
-
Network Exposure Function (NEF)

-
NF Repository Function (NRF)

-
Policy Control function (PCF)

-
Session Management Function (SMF)

-
Unified Data Management (UDM)

-
User plane Function (UPF)
-
Application Function (AF)
-
User Equipment (UE)

-
(Radio) Access Network ((R)AN)
* * * Next Change * * * 

5.6.7
Application Function influence on traffic routing

Editor's note:
Roaming case is FFS.

An Application Function may send requests to influence SMF routeing decisions for traffic of PDU session.  This may influence UPF selection and allow routeing user traffic to a local access to a Data Network

Such requests may contain at least:

-
Information to identify the traffic to be routed.

-
Information on where to route the traffic.

-
Potential locations of the Application Functions to where the traffic routing should apply.

Editor's note:
The normative phase will determine the nature of the Location Information exchanged with the application environment.

-
Information on the UE(s) whose traffic is to be routed.

Editor's note:
It is FFS How the UE is identified in the request

-
Information on when (time indication) the traffic routing is to apply.
The Application Function issuing such requests is assumed to belong to the PLMN serving the UE. The Application Function may issue requests on behalf of other Application Functions not owned by the PLMN serving the UE.

SMF may, based on local policies, take this information into account to:

-
(re)select UPF(s) for PDU sessions.

-
activate mechanisms for traffic multi-homing or enforcement of an UL Classifier (UL CL). Such mechanisms are defined in clause 5.3.5. This may include providing the UPF with traffic forwarding (e.g. break-out) rules.

-
inform the Application Function of the (re)selection of the UP path.

Editor's note:
The normative phase will determine how the Application Function request is routed to SMF e.g. whether the SMF receives it from the NEF or the PCF.
An Application Function may request to get notified about the Location Information of UE(s).

Editor's note:
The nature of the Location Information exchanged with the application environment will be determined during the normative phase.


* * * Next Change * * * 

5.13
Support for Edge Computing

Edge computing enables operator and 3rd party services to be hosted close to the UE's access point of attachment, so as to achieve an efficient service delivery through the reduced end-to-end latency and load on the transport network.

The 5G core network selects a UPF close to the UE and executes the traffic steering from the UPF to the local Data Network via a N6 interface. This may be based on the UE's subscription data, location, policy or other related traffic rules.

Due to user or Application Function mobility, the service or session continuity may be required based on the requirements of the service or the 5G network.
The 5G core network may expose network information and capabilities to an Edge Computing Application Function.
NOTE:
Depending on the operator deployment, certain Application Functions can be allowed to interact directly with the Control Plane Network Functions with which they need to interact, while the other Application Functions need to use the external exposure framework via the NEF (see clause 6.2.X for details).
The functionality supporting for edge computing includes:
-
Local Routing: the 5G core network selects UPF to route the user traffic to the local Data Network.

-
Traffic Steering: the 5G core network selects the traffic to be routed to the Application Functions in the local Data Network.

-
Session and service continuity to enable UE and Application Function mobility.

-
User plane selection and reselection ,e.g. based on input from Application Function.

-
Network capability exposure: 5G core network and Application Function to provide information to each other via NEF as described in clause 7.4 or directly as described in clause 7.3.

-
QoS and Charging: PCF provides rules for QoS Control and Charging for the traffic routed to the local Data Network.

* * * Next Change * * * 

6.2
Network Function Functional description

Editor's note:
This should include various network functions in the architecture, features and functionalities supported.

[...]
6.2.5
NEF

The Network Exposure Function (NEF) supports the following functionality:

-
It provides a means to securely expose the services and capabilities provided by 3GPP network functions for e.g 3rd party, internal exposure/re-exposure, Application Functions, Edge Computing as described in section 5.13.

-
The Network Exposure Function receives information from other network functions (based on exposed capabilities of other network functions). It may store the received information as structured data using a standardized interface to a data storage network function (interface to be defined by 3GPP). The stored information can be "re-exposed" by the NEF to other network functions and Application Functions, and used for other purposes such as analytics.

Editor's note:
Bullet above needs to be reflected in the figure.

[...]
6.2.X
AF

The Application Function (AF) interacts with the 3GPP Core Network in order to provide services, for example to support the following:

-
Application influence on traffic routing (see section 5.6.7),

-
Accessing Network Capability Exposure (see section 5.13),

-
Interact with the Policy framework for policy control (see section 5.14),
Editor's note:
Other functions to be added are FFS.

Based on operator deployment, Application Functions considered to be trusted by the operator can be allowed to interact directly with relevant Network Functions.
Application Functions not allowed by the operator to access directly the Network Functions shall use the external exposure framework (see clause 7.4) via the NEF to interact with relevant Network Functions.
The functionality and purpose of Application Functions are only defined in this specification with respect to their interaction with the 3GPP Core Network.
* * * End of Changes * * * 
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